
 　 　 　 　 　 　 　 　 　 　 　 　 　 　 　 　 　 交番だより　 　 　 令和８年２月号　　　　　　　　　
  

  
  
  
  
  
  
  

  　サイバーセキュリティは全員参加！　
  　●　２月１から３月18日は サイバーセキュリティ月間「 」
   　　です。
  　政府では、サイバーセキュリティに関する普及啓発強化のため、２月１日か
  ら 日までを「サイバーセキュリティ月間」としています。誰もが安心して３月18
  インターネットを利用するために、一人一人がセキュリティについての関心を
   高めましょう。

   ●　偽の警告画面（サポート詐欺）に注意！
  　サポート詐欺とは、パソコンでインターネットを閲覧中に、突然、ウイルス感染
  したかのような嘘の画面を表示させたり、警告音を発生させるなどして、ユーザー
   の不安を煽り、画面に記載されたサポート窓口に電話をかけさせ、サポートの名目
   で金銭をだまし取ったり、遠隔操作ソフトをインストールさせたりする手口です。

  　 以下のポイントに注意してだまされないようにしましょう。
  　 　　　 〇　偽の警告画面を閉じる　　〇　警告表示画面の指示に従わない

   　 ●　フィッシングに騙されないで！！
   　　メール等に書かれたリンク（ＵＲＬ）を安易にクリックしたり、添付された
   　　ファイルを開いてしまうことでサイバー犯罪等の被害に遭います。
   その代表的な事例として、フィッシングや標的型メール攻撃があります。

   ●　偽ショッピングサイト、詐欺サイトにご注意を！！
  偽ショッピングサイト、詐欺サイトとは、インターネットショッピング等に係る詐欺を目的としたウェブ
  サイトを構築し、商品の注文・代金の振込を受けた上で、商品を発送しない又は偽物の商品を発送するなど
   の手口をいいます。
   　以下の「７つのポイント」に注意して、安全にインターネットショッピングを楽しみましょう。
  ①　ブラウザのアドレス欄でサイトのＵＲＬ（アドレス）を確認　　　　　　　　　　　　　　　　　　　　　
   ②　相場と比べて商品の価格が安すぎないかを確認　　③　不自然な日本語表記などが無いかを確認
   ④　会社概要欄の記載内容を確認　　　　　　　　　　⑤　商品購入画面に不審な点が無いかを確認
   ⑥　振込む前に電話で確認　　　　　　　　　　　　　⑦　セキュリティ対策ソフトを活用

   ●　パスワードはもう古い！！多要素認証やパスキーを使いましょう
  ●　ランサムウェアにご注意を！！

  

     ロマンス詐欺に騙されないように注意
  　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　

  　ロマンス詐欺とは、インターネット上の交流サイト等で知り合った相手に恋愛感情や親近感を抱かせ、金銭　
   等を騙し取る詐欺のことです。

   　現実に一度も会ったことのない相手から 人のために一緒に投資しましょう 生活を援助してもらいたい「 。」「 。」2
   などとお金に関する話になったら、注意が必要です。

  好意のある相手を疑いたくないと思われるかもしれませんが、騙されないためには、　 　 　 
  相手の言ったことを鵜呑 みにせず、その情報が正しいのか調べたり、信頼できる友人や 

 家族に相談することが大切です。
 
 　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　　 　 　

 　　　　ＳＮＳ投資詐欺に注意！
 

、 、 、  　インターネット上の広告やＳＮＳ等で投資を勧めて お金を振り込ませ 利益が出ているように見せかけて
　架空の投資を継続させるなどしながら、投資金や手数料名目でお金をだまし取るＳＮＳ型投資詐欺が増えてい

 　ます。だまされないためには、
 　●　投資内容は、よく確認し、分からない場合は取引しないこと

   ●　絶対儲かる投資話をされたら、信用しないこと
   ●　「いますぐ 「先着〇名」の文言に注意すること」

 　●　金融庁に登録している業者か確認することなどが大切です。
     「必ず儲かるはサギ！！」

　自分だけで判断できないときは、周りの信頼できる友人や家族に相談　　 　
  　することも大切です。

                             
 

    


